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VIOLATION OF THE RIGHT TO PRIVACY AS A CONSEQUENCE OF 

SOCIAL NETWORKS ABUSE

Summary

Everyday use of computer technology is followed by abuse, that is, 

exposing users of social networks to different forms of violence. Data abuse, 

frauds, and violence violate human rights and other rights guaranteed by law. 

Rights violation as a consequence of the use and abuse of social networks relates 

to the violation of privacy rights as well. A large number of social networks users 

post their data onto one of the networks daily, in form of photographs, recordings, 

etc., without being familiar enough with the possibilities for abuse. The fact that 

this area is insufficiently or inadequately regulated enables a large number of 

individuals or groups inclined to rights violation to do so while not bearing 

consequences of their actions, which creates incentives for continuing with such 

behavior. Protection of the right to privacy can be achieved by controlled exposure 

of personal data, reporting abuse and violence, and by creating a legal framework 

and legal mechanisms. The analysis of this paper will indicate different types of 

data abuse, other forms of privacy rights violations, other negative phenomena 

conditioned by the application of social networks, and the internet in general, as 

well as the necessity of more intense activity of legislators in regulating this area.

Keywords: .

.

–

.

-12/1992.

Tijana, Kori

Beograd, 2019.

160



 

 

 

-

http://education.muprs.org/wpcontent/uploads/2014/12/Zbornik-Visokotehnoloski-

. 

 

http://www.telekomunikacije.rs/arhiva_brojeva/peti_broj/milan_nikolic:_prakticni

_aspekti_zastite_privatnosti_korisnika_i_bezbednosti_elektronskih_komunikacion

ih_mredja_i_usluga_u_srbiji_.305.html . 

 Internet pravo, 

Institut za uporedno pravo, Beograd, 2012.  

 Paget, Francois: „Identity theft”, McAfee Avert Labs technical white paper 

No 1.’,2007, http://www.pubblicaamministrazione.net/file/whitepaper/000042.pdf, 

 

 Raising awareness about over-sharing - Please Rob Me, 

http://pleaserobme.com/why . 

 

. 

 

, 2016. 

 

  

 

1988. 

 Directive 95/46/EC of the European Parliament and of the Council of 24 

October 1995 on the protection of individuals with regard to the processing of 

personal data and on the free movement of such data ), http://eur-

lex.europa.eu/legalcontent/EN/TXT/?uri=celex:31995L0046

http://eurlex.europa.eu/legal-content/EN/TXT/?uri=URISERV:l14012 

. 

 Directive 2002/58/EC of the European Parliament and of the Council of 12 

July 2002 concerning the processing of personal data and the protection of privacy 

in the electronic communications sector. Directive on privacy and electronic 

communications, http://eur-

lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:32002L0058:en:HTML 

  15.08.2020. 

 

 

161



 

 

 European Commision (2016): Reform of EU data protection rules. 

Dostupno na http://ec.europa.eu/justice/data-protection/reform/index_en.htm 

(20.08.2020). 

  

 https://www.stat.gov.rs/, 

 

 

 

 . 

 

 

162


